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About This Guide

The Dell Proactive Systems Management Portal User Guide provides you with
information that enables you to take full advantage of the Dell Proactive
Systems Management Portal’s powerful Dell systems management features.

Audience

The Dell Proactive Systems Management Portal User Guide is intended for:
= Users who wish to manage their organization’s network and systems

This guide assumes that you have:

= An understanding of network management
Conventions

bold text Indicates text that you need to enter, or steps in a procedure.

Example: Enter your password.

italic text Indicates new terms, menu options, file and directory names,
and book titles.

blue text Indicates a hypertext link to another section, document or
website.

courier text Indicates a software or system message.

The following conventions are used to attract the attention of the reader:

Note: Indicates important information that is essential to the proper
configuration or running of the system or system component.
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About This Guide

. Caution: Indicates the risk of data loss, equipment damage, or system

failure.

Tip: Indicates additional hints or suggestions that may help you solve
= problems, or that describe alternative ways to perform tasks.

Summary of Changes

The following table describes changes made to this document.

Release Version Date Reason Details
Release 1.2 1/4/10 e Convert to Dell e Standardized to Dell Global Services
style criteria.

< New features

DSET now supports Linux/VMware.
Auto Support Case Monitoring Policy.

Release 1.3 8/18/10 e Clarity  Updated:
= Screens and procedural steps in all
chapters.
= New features  Added:
 “Exporting Alert Information” on
page 1-4.
= “Case Request Report” on page 1-4.
 “Deleting Dell PSM Portal Accounts”
on page 2-6.
e “Exporting Asset Information” on
page 3-8.
= “Maintenance Mode” on page 3-12.
* “Non-Dell Warranty Tracking” on
page 3-19.
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Chapter 1
Alert Management

This chapter describes how to manage alerts using the Dell Proactive Systems
Management Portal.

Chapter Contents Page

= Managing Alerts 1-1
* General Information 1-1
= Exception Handling 1-2
* Alert Management 1-2
e Change the View 1-3
= Exporting Alert Information 1-4
= Case Request Report 1-4
e Support Chat 1-7
e Support Email 1-8
* Close Alert 1-11

Managing Alerts

General Information

When an alert is generated for a device with Auto Support Case enabled, the
Dell PSM Portal determines if an existing support case for that device exists. If
no case for that devices exists, then a new support case is created, and the
alert’s initial status is set to Pending.
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Alert Management

When a case number becomes available the alert’s status is set to Open, with

the case number displayed next to the status. An email is sent to the technical
contacts for the group in which the system resides, and is viewable on mobile

devices.

Dell Technical Support will first attempt to contact you by the method you
specify in Preferences > Alerts (email or phone). If your primary contact
method is via phone, they will attempt to contact you only during the hours you
specify in the Phone Notification Schedule.

Dell Technical Support will contact you at the phone number you specified

@ Note: If you did not specify a phone number in Preferences > Alerts, then
when you created your Dell MyAccount credentials.

Dell Technical Support will also automatically send an email with each phone
notification in the event that they cannot reach you by phone. Technical
contacts for the group in which the system resides will receive an email
notification from the Dell PSM Portal when the case is resolved.

Exception Handling

If the Dell PSM Portal Portal is unable to create a support case at the time of
your alert, the case is then handled as an exception. The alert’s status is set to
Open, and you will receive an exception email notification flagged as High
Priority.

If the case has not been resolved within 48 hours after case creation, you can
cancel the alert by clicking on the Close Alert button. After 48 hours three
options appear in the Case Status column in the Alerts screen:

= Support Chat (see page 1-7)
e Support Email (see page 1-8)
e Close Alert (see page 1-11)

Note: Closing an alert does not close an open Technical Support case. Only
Dell Technical Support can close an open case.

Alert Management

Procedure: To Manage Alerts

1. Select Alerts to display the Alerts screen.

The Alerts screen displays the open and closed alerts. See Figure 1-1 on
page 1-3.
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Managing Alerts

Figure 1-1. Open Alerts
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From this screen you can perform the following alert management tasks:

= Change the View (see below)

= Exporting Alert Information (see below)

e Generate a Case Request Report (see page 1-4)
e Support Chat (see page 1-7)

= Support Email (see page 1-8)

e Close Alert (see page 1-11)

Note: Support Chat and Support Email may not be available in some
countries.

Change the View

Procedure: To Change the Alerts Screen View

1. Select Alerts to display the Alerts screen.
2. Click on the Show Alerts for drop-down to view:
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Alert Management

e All Devices
= Storage Devices
e Servers

If desired, change the number of alerts displayed by default on the
Alerts screen by selecting from the drop-down:

- 15

- 20

e 40 (the default)

To page through several pages of alerts, use the navigation arrow
buttons at the bottom of the page.

Exporting Alert Information

You can export the information presented in the Alerts screen for distributing
and/or viewing in the following formats:

Microsoft Excel (XLS)
Portable Document Format (PDF)

The current sort order is maintained in the exported files.

Procedure: To Export Alert Information

1.
2.

Select Alerts to display the Alerts screen.

Export alerts information to a Microsoft Excel (XLS) or portable
document format (PDF) file:

a. For open alerts, click on either the Export to Excel or Export to
PDF button atop the Open Alerts list.

b. For closed alerts, click on either the Export to Excel or Export to
PDF button atop the Closed Alerts list.

A File Download dialog displays.

Click on the Open button to open the file in your default
spreadsheet (XLS) or PDF reader program.

a. Or, click on the Save button to save to file to your computer.
b. Or, click on the Cancel button to abandon the operation.

Case Request Report

The Case Request Report feature enables you to generate a report of all Auto
Support Case activities for your managed devices. You can use filters to choose
the data that you want to view in the report.
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Managing Alerts

Procedure: To Create a Case Request Report
1. Select Alerts to display the Alerts screen.
See Figure 1-1 on page 1-3.

2. Click on the Case Request Report icon to display the Case Request
Report form.

a. If the search fields are hidden, click on the Show Search Criteria
button.

The search fields appear directly under the Case Request Report heading,
and the Hide Search Criteria button is visible. See Figure 1-2.

Figure 1-2. Alert Search Fields
& Back To Merts Report

Case Request Report

Hide Search Criteris @

Domains: Alert Sratus: Caze Mumbeer: Serdce Tag: Mert Open Start Dute:
Al Domaing. = Al Alents -
Alert Open End Date: Abert Rasobad Start Date: Mart Rasobved [nd Date:
Clear Fters

3. To view search criteria tips, mouse over the blue Help icon next to
the Hide Search Criteria action link.

A pop-up tooltip displays. See Figure 1-3.

Figure 1-3. Alerts Search Criteria Tips
F-- N

Search Tips

You can specify mutliple fields in the same
search. Searches are not case-sensitive.

Use % for wildcard searches:

» %2950 in the Model field will return all
PowerbEdee 2950 servers

# db% in the Mame field will return all
device names beginning with “db”

® ZXYI%in the Service Tag field will return
all service tags containing “XYZ"™

4. Select the Management Domain from the Domains drop-down.
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Alert Management

5. Select the Alert Status from the drop-down. Selections include:

« All Alerts e Closed
< Opened = Acknowledged

If known, enter the Case Number into its text field.

If known, enter the Service Tag into its text field.

Click in the Alert Open Start Date field to display a calendar.
See Figure 1-4.

Figure 1-4. Case Request Report Date Selection

Home Assets Alerts Preferences Reports

Assets Remaote Diagrostics Service Contract
Case Request Report
Alerd Stakus
s v Al Aderts v

Alert Operi [nd Dwts Alert Besobed Start Dwbe Slert RBesobwed [nd Date
TR0

Submit | risar Flbers

S Mo Tu We Th It %a

a. Select the start month with the back and forward arrow
buttons.

b. Select the start day by clicking on the calendar day.

9. Click in the Alert Open End Date field to display a calendar.
a. Select the end month with the back and forward arrow buttons.
b. Select the end day by clicking on the calendar day.

10. Click in the Alert Resolved Start Date field to display a calendar.

a. Select the start month with the back and forward arrow
buttons.

b. Select the start day by clicking on the calendar day.
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Managing Alerts

11. Click in the Alert Resolved End Date field to display a calendar.
a. Select the end month with the back and forward arrow buttons.
b. Select the end day by clicking on the calendar day.

12. Click on the Submit button.

a. Or, click on the Clear Filters button to clear the fields and start
again.

The Case Request report displays data that matches your criteria. See
Figure 1-5.

Figure 1-5. Case Request Report Data

Home Assets Alerts Preferences Reports
Remate Diagnostics Service Contract

(%]

ase Request Report
D

All Domains = Al Alens -

Submi |+

Support Chat

This option enables you to open a chat session with a Dell Enterprise Technical
Support Agent directly from the Alerts screen.

Procedure: To Open a Support Chat Session
1. Select Alerts to display the Alerts screen.

2. Click on the Support Chat button.

This opens Dell’s Chat with Us support page, with the selected device’s
Service Tag pre-populated. See Figure 1-6 on page 1-8.
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Figure 1-6. Dell Chat with Us Support
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3. Click on the Submit button.

A Dell Enterprise Technical Support Agent will engage in a chat session with
you to resolve the issue.

Support Email

This option enables you to send an email to a Dell Enterprise Technical Support
Agent directly from the Alerts screen.

Procedure: To Send a Support Email
1. Select Alerts to display the Alerts screen.

2. Click on the Support Email button.

This opens Dell’'s Email Technical Support page, with the selected device’s
Service Tag pre-populated. See Figure 1-7 on page 1-9.
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Figure 1-7. Dell Email Technical Support
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3. Click on the Continue button.

This opens Dell’'s Email Hardware Warranty Support page. See Figure 1-8
on page 1-10.
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Figure 1-8. Dell Email Technical Support Form
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4. Enter all required information.

5. Optionally, enter any other information that would speed the
service process.

6. Click on the Continue button to submit your request.

A Dell Enterprise Technical Support Agent will engage in an email
correspondence with you to resolve the issue
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Close Alert

Once an alert has been addressed and the issue resolved, you can close it.

Procedure: To Close an Alert
1. Select Alerts to display the Alerts screen.
2. Click on the Close Alert button.

The alert now appears in the alerts screen as a Closed Alert. See
Figure 1-9.

Note: Once an alert is closed, you can no longer manage the alert or change
its status.

Figure 1-9. Closed Alerts
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Chapter 2
User Management

This chapter describes how to manage users with the Dell Proactive Systems
Management Portal.

Chapter Contents Page
< Managing Users 2-1

e Adding Users 2-1

* Modifying Users 2-5

* Deleting Users 2-6

e Deleting Dell PSM Portal Accounts 2-6

Managing Users

The User Management screen allows you to perform four actions:
= Adding Users (see below)

= Modifying Users (see page 2-5)

= Deleting Users (see page 2-6)

= Deleting Dell PSM Portal Accounts (see page 2-6)

Adding Users

Procedure: To Add a User

1. Select Preferences.

2. Select the User Management tab.
See Figure 2-1 on page 2-2.
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Figure 2-1. User Management Screen

Home Assets Alerts Preferences Reports

ISV ERELE Sl Notifications  Remote Diagnostics  Alerts
RisingStar

User Management

Email Address Role Language 4_rTAdC| User
a_ru_ fred@fredsmort.com Site Administrator English (United States) a_": Modify User
J_r‘_ dummy@example.com User English {United States) a_": Modify User :rxDelete User

Account Management

e'rxDelete Account

3. Click on the Add User icon.
The Add User screen displays. See Figure 2-2.

Figure 2-2. Add User Screen

Email Address
dummy@example.com

Role
User -

Country
United States -

Language
English -

® Cancel

e

4, Enter the new user’s Email Address.
5. Select the user’s Role from the drop-down:

User — Has rights to manage devices, asset groups, and alerts
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= Site Admin — Has User rights, plus the rights to add, modify, and
delete other users, and to modify preferences

Select the user’s Country from the drop-down.
Select the user’s Language from the drop-down.
8. Click on the Submit button.
a. Or, click on the Cancel icon to abandon the operation.

Note: If you attempt to add an email address that has already been added,
a prompt asks you to supply a different address.

The browser refreshes to the User Management screen, which now displays the
new user. The new user will receive a confirmation email once their account is
created.

9. The new user must then create a Dell MyAccount login, for the
email address configured above, at http://ecomm.dell.com/myaccount/
login.aspx.

Once the user’s MyAccount has been created, they can advance to the next
procedure.

Procedure: To Enable User Access to the Dell PSM Portal

Tip: This procedure is performed by the new user to:
. « Create their Dell MyAccount login
= < Enable their Dell PSM Portal access

1. Open your supported web browser (Internet Explorer 7 or 8, or
Firefox), and navigate to http://www.dell.com/proactive.

2. Click on the Get Started Now link.

3. Ensure that you have all of the information listed on that page at
hand, then click on the Continue button.

4. Read the end user licensing agreement (EULA), and click on the
Agree link to continue.

a. Or, click on the Disagree link to abandon the operation.
The Registration/Sign In page displays. See Figure 2-3 on page 2-4.
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Figure 2-3. Registration/Sign In Page

Registration / Sign In

Email Address

Password

Sign In

Forgot Password | Register

© 2010 Dell, Inc. | Privacy Statement

5. Enter the following information into the corresponding text fields:

a. Email Address — The email address that you wish to associate
with this account

b. Password — The password that you wish to associate with the
email address

6. Click on the Sign In button.

a. Or, if you do not yet have a Dell MyAccount or Premier
username and password, click on the Register link to be
redirected to the MyAccount creation page. Once the account is
created, repeat Steps 1 through 6.

An Account Creation email is sent to the your configured email address,
which contains a link to the Dell PSM Portal login page.

Portal. Attempting to use the Registration/Sign In page to log in will result in
an error.

. Caution: You must always use the login page to log into the Dell PSM

2-4
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Modifying Users

This function enables you to change an existing user’s role as well as to identify
users who have never logged into their accounts.

Tip: Users who have not logged into their accounts are indicated by
. asterisks ( * )next to their email addresses in the E-mail Address
= drop-down.

Procedure: To Modify an Existing User

1. Click on the Modify User icon to display the Modify User screen. See
Figure 2-4.

Figure 2-4. Modify User Screen

Email Address
dummy@example.com

Role
User -

Country
United States -

Language
English -

® Cancel | Submit

4

Select the user’s E-mail Address from the drop-down.
Select the user’s Role from the drop-down:
= User — Has rights to manage devices, asset groups, and alerts

= Site Admin — Has User rights, plus the rights to add, modify, and
delete other users, and to modify preferences

Select the user’s Country from the drop-down.
5. Select the user’s Language from the drop-down.
Click on the Submit button.
a. Or, click on the Cancel icon to abandon the operation.

The browser refreshes to the User Management screen, which displays the user
changes.

Dell Proactive Systems Management Portal User Guide 2-5



User Management

Deleting Users

Procedure: To Delete an Existing User

1. Click on the Delete User icon to display the Delete User screen.
See Figure 2-5.

Figure 2-5. Delete User Screen

Delete User dummy@example.com?

© Cancel | Delete User

P

2. Click on the Delete User button.
a. Or, click on the Cancel icon to abandon the operation.

The browser refreshes to the User Management screen, which no longer
displays the deleted user.

Deleting Dell PSM Portal Accounts

Available only to users with Site Administrator privileges, this function removes
all users in your Dell PSM Portal account. In addition, all data accumulated
during your account usage, including but not limited to, domains, groups,
devices, device alerts, and discovery details are irrevocably deleted.

Caution: Be very sure that you wish to remove all data before deleting a
. Dell PSM Portal account, as it is a destructive, irrecoverable action. Your

account cannot be recovered.

Should you later wish to resume using the Dell PSM Portal, you must

complete the entire setup and deployment procedures again.

Procedure: To Delete a Dell PSM Portal Account
1. Select Preferences.
2. Select the User Management tab.
3. Click on the Delete Account button.
See Figure 2-6 on page 2-7.

2-6 Dell Proactive Systems Management Portal User Guide



Managing Users

Figure 2-6. Delete Account Button

Home Assets Alerts Preferences Reports

ISV ERELE Sl Notifications  Remote Diagnostics  Alerts
RisingStar

User Management

Email Address Role

Language 4_rTAdC| User
[ ©
cufred@fredsmort.com Site Administrator English (United States) & Modify User
©
J_r‘_ dummy@example.com User English {United States) & Maodify User :rxDelete User

Account Management

The account, and all associated data, are deleted.
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Chapter 3
Asset Management

This chapter describes how to manage alerts, individual assets, credentials, and
service contracts using the Dell Proactive Systems Management Portal.

Chapter Contents Page
= Asset Management 3-2
« Viewing Asset Alerts 3-4
« Viewing Asset Monitoring Policies 3-5
= Searching for Assets 3-7
e Exporting Asset Information 3-8
< Moving Assets 3-9
* Deleting Assets 3-10
e Changing Credentials 3-10
« Viewing Discovery Status 3-11
= Maintenance Mode 3-12
< Remote Diagnostics 3-14
< Running Remote Diagnostics 3-15
« Viewing the Remote Diagnostics Report 3-16
< Filtering the Remote Diagnostics Report 3-17
= Exporting the Remote Diagnostics Report 3-18
= Non-Dell Warranty Tracking 3-19
e Importing Service Contracts 3-19
- Editing Service Contracts 3-20
= Service Contract Report 3-23
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Chapter Contents Page
= Viewing the Service Contract Report 3-23
= Exporting the Service Contract Report 3-26

Asset Management

You can use the Dell PSM Portal to execute these asset management functions:

= Viewing Asset Alerts * Running Remote Diagnostics
(see page 3-4) (see page 3-15)

= Viewing Asset Monitoring Policies = Viewing the Remote Diagnostics Report
(see page 3-5) (see page 3-16)

= Searching for Assets « Filtering the Remote Diagnostics Report
(see page 3-7) (see page 3-17)

= Exporting Asset Information  Exporting the Remote Diagnostics
(see page 3-8) Report

(see page 3-18)

= Moving Assets < Importing Service Contracts
(see page 3-9) (see page 3-19)

« Deleting Assets - Editing Service Contracts
(see page 3-10) (see page 3-20)

= Changing Credentials = Viewing the Service Contract Report
(see page 3-10) (see page 3-23)

= Viewing Discovery Status < Exporting the Service Contract Report
(see page 3-11) (see page 3-26)

= Placing devices in Maintenance
Mode (see page 3-12)

For information about downloading SilverStreak, see “Downloading and
Installing SilverStreak” in the Dell Proactive Systems Management Portal
Deployment Guide.

Viewing Asset Details

Procedure: To View Asset Details

1. Select Assets to display the Assets screen.
See Figure 3-1 on page 3-3.
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Figure 3-1. Assets screen

Alerts Preferences

Select Al = Calact All ~

Submi

2. Click on the Device Name.

The details of the selected asset display. See Figure 3-2 on page 3-4.
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Figure 3-2. Asset Details Screen
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Viewing Asset Alerts

Procedure: To View a Device’s Alerts

1. Select Assets to display the Assets screen.
2. Click on the Device Name.

The details of the selected asset display. See Figure 3-2 above.
3. Select the Alerts tab.

A screen appears that displays the asset’s associated alerts, if any. See
Figure 3-3 on page 3-5.
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Figure 3-3. Alerts Screen

Home Assets Alerts Preferences Reports

Policy
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Viewing Asset Monitoring Policies

Procedure: To View Asset Monitoring Policies

5

1. Select Assets to display the Assets screen.

When you view assets in the Assets screen, the Policy icons indicate what
Monitoring Policy is associated with each asset. See Figure 3-4 on page
page 3-6.
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Figure 3-4. Policy Icons

d Auto Support Case
Email
€5 Unmanaged

b 4 Ignore

2. Click on the Device Name.
The details of the selected asset display. See Figure 3-2 on page 3-4.
3. Select the Policy tab.

A screen appears that displays the policy that manages the asset, if any.
See Figure 3-5.

Tip: Policies that are not available with an asset’s currently-active service
= contracts are grayed out, and non-selectable.

Figure 3-5. Policy Screen

Home Assets Alerts Prefes

Detalls Alerts  [EPISUN  Dick Array Enclosure

Device Mame:
1000219

Service Tag
APNHER

Faolicy

sk b Lisk Submit

Tip: For information about changing the Monitoring Policy that manages an
asset, see “Configuring Monitoring Policies” in the Dell Proactive Systems
Management Portal Deployment Guide.
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Searching for Assets

You can search for specific assets when you require quick access to one device's
status.

Procedure: To Search for Assets

1. Select Assets to display the Assets screen.

a. If the search fields are hidden, click on the Show Search Criteria
button.

The search fields appear directly under the Assets heading, and the Hide
Search Criteria button is visible. See Figure 3-6.

Figure 3-6. Asset Search Fields
Assets
Hide Search Criteria e
Device Mame: Service Tag: IP Address: Make:
Model: Policy: Device Type:
Select Al - Select All ~
Submit Clear Filters
2. To view search criteria tips, mouse over the blue Help icon next to
the Hide Search Criteria action link.
A pop-up tooltip displays. See Figure 3-7.
Figure 3-7. Assets Search Criteria Tips

L

Asset Search Tips

You can specify mutliple fields in the same
search. Searches are not case-sensitive.

Use % for wildcard searches:

& %2950 in the Model field will return all
PowerEdge 2950 servers

e db% in the Name field will return all
device names beginning with “db”

o EXYI% in the Service Tag field will return
all service tags containing “XY7"
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3. Enter the search criteria into one or more of the corresponding text
fields:

e Make e Name
< Model = Service Tag
e |P Address

4. You can further refine the search criteria by selecting:

a. A Monitoring Policy from the Policy drop-down

b. Others, Servers, or Storage from the Device Type drop-down
5. Click on the Submit button to perform the search.

a. Or, click on the Clear Filters button to clear the fields and start
again.

Tip: You can specify multiple fields in the same search. Searches are not
case-sensitive. You can use the asterisk character ( * ) to perform wildcard
searches.
e *2950 in the Model field will return all PowerEdge 2950 servers
= db* in the Name field will return all devices whose names begin with
udbn
e *XYZ* in the Service Tag field will return all service tags containing
“XYX”

The Assets list refreshes, filtered to the search criteria.

Exporting Asset Information

You can export the information presented in the Assets screen for distributing
and/or viewing in the following formats:

= Microsoft Excel (XLS)
= Portable Document Format (PDF)

The data on all Assets screen pages, based upon current filter criteria, is
exported. The current sort order is maintained in the exported files.

Tip: The Search Criteria filters are not exported and therefore do not appear
in the output, so you do not need to hide them before exporting asset
information.

Procedure: To Export Asset Information

1. Select Assets to display the Assets screen.

3-8
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2. To export the report to a Microsoft Excel (XLS) or portable
document format (PDF) file, click on either the Export to Excel or
Export to PDF button.

A File Download dialog displays.

3. Click on the Open button to open the file in your default
spreadsheet (XLS) or PDF reader program.

a. Or, click on the Save button to save to file to your computer.
b. Or, click on the Cancel button to abandon the operation.

Moving Assets

Assets can be only moved between groups that reside in the same Management
Domain. In order to place assets in a different domain you must first delete
them, and then discover them in the new Management Domain. See “Deleting
Assets” on page 3-10.

Procedure: To Move Assets to Another Group

1. Select Assets to display the Assets screen.

2. Select the corresponding checkboxes of the assets that you wish to
move.

A panel of available asset operations appears atop the devices list. See
Figure 3-8.
Figure 3-8. Select Group Dialog
Tou have selected 1 device(s) PClear Selections Move devices to [ y 13 devices found Page 1 of 1
.".

|".J*5t' ole DRagnoatics Reporl

Servce

Gtatus Device Hame Service Tag Policy 0% Contract

[days)

a

o weverere] xamplecam THEYIN MLADLE. B b ForecsrBelge 2940 e L FE

3. Choose the asset’s new group from the Move devices to drop-down.
A confirmation dialog window appears, prompting you to confirm the move.
4. Click on the OK button.

a. Or, click on the Clear Selections button to clear the checkboxes
and start again.

b. Or, click on the Cancel button to abandon the operation.
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Deleting Assets

. Caution: When you delete an asset, all alerts associated with that asset are
also deleted. This is an irrevocable action.

Procedure: To Delete Assets

1. Select Assets, then select the checkboxes of the assets that you
wish to move.

2. A panel of available asset operations appears atop the devices list. See
Figure 3-9.

Figure 3-9. Delete Devices Icon

hawe sebecl 1 devieals Tanm elec hand 12 devd Pagpe 1 1
Yo haree 2 ted 1 dedenis) lear e land Blerar dimacits o _@ 12 devices lownd Pag F1

2 1 M ierice Cantract Ropart  |Remote (agnastics Repert

Status Dendce Hame terdce Tag IF Address  Make Model Polcy

3. Click on the Delete Devices icon.
A confirmation dialog displays.
4. Click on the OK button.

a. Or, click on the Clear Selections button to clear the checkboxes
and start again.

b. Or, click on the Cancel button to abandon the operation.

Changing Credentials

Procedure: To Change Asset Credentials

1. Select Assets, then select the corresponding checkboxes of the
assets for which you wish to change credentials.

A panel of available asset operations appears atop the devices list. See
Figure 3-10 on page 3-11.
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Figure 3-10.  Assign Credentials Icon
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2. Click on the Assign Credentials icon.

The Assign Credentials screen appears, and displays the available
credentials options for the selected Windows, Linux, VMware, or Dell
PowerVault asset. See Figure 3-11.

Figure 3-11.  Assign Credentials Screen

RisingStar == RSW1

Assign Credentials

Windows Devices

You have selected 1 Windows device(s)

Windows Credential Windows Credential remote -
Linux Credential SSH Credential remote
SHMP Credential SNMP Credential.remote -

B cancel

3. Select the credentials you want to assign to the device(s) from the
Windows Credential, Linux Credential, or SNMP Credential
drop-downs.

4. Click on the Submit button.
a. Or, click on the Cancel button to abandon the operation.

SilverStreak will rediscover the selected device(s) with the newly-assigned
credentials.

Viewing Discovery Status

See “Verifying Discovery Results” in the Dell Proactive Systems Management
Portal Deployment Guide for information about viewing the discovery status.
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Maintenance Mode

Putting a device managed by the Dell Proactive Systems Management Portal
into maintenance mode suspends alert email notifications and Auto Support
Cases for that device, so that you can perform maintenance upon it without
generating false alert notifications.

No historical data is lost, nor any open alerts deleted, while a device is in
maintenance mode. Alerts that occur while the device is in maintenance mode
are automatically resolved. This provides you with a historical record of alerts
without creating duplicates, or disrupting your maintenance activities.

Procedure: To Put a Device into Maintenance Mode

Tip: You can put a single device, or all of the devices in an entire group, into
maintenance mode. For information about how to put a group’s contained
devices into maintenance mode, see “Editing a Group” in the Dell Proactive
Systems Management Portal Deployment Guide.

Select Assets to display the Assets screen.
2. Click on the Device Name.

The details of the selected asset display. See Figure 3-2 on page 3-4.
3. Click on the Suspend Monitoring button.

See Figure 3-12 on page 3-13.
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Figure 3-12.  Suspend Monitoring Button
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4. Perform your maintenance activities on the device.

The device displays in the Devices list with a wrench icon, indicating that it
is in maintenance mode. See Figure 3-13.

Figure 3-13.  Device in Maintenance Mode
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Procedure: To Take a Device Out of Maintenance Mode
1. Select Assets to display the Assets screen.
2. Click on the Device Name.
The details of the selected asset display. See Figure 3-14.
3. Click on the Resume Monitoring button.

Figure 3-14. Resume Monitoring Button
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The device displays in the Devices list without the wrench icon, indicating that it
is not in maintenance mode.

Remote Diagnostics

You can perform the following remote diagnostics functions using the Dell PSM
Portal:

= Running Remote Diagnostics
= Upon Device Discovery (see page 3-15)
= Upon Alert Generation (see page 3-15)
= On Demand (see page 3-15)
= Viewing the Remote Diagnostics Report (see page 3-16)
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Running Remote Diagnostics

The Dell PSM Portal uses two separate remote diagnostics utilities, depending
upon the target asset type.

e Dell System E-Support Tool (DSET) — For server devices, DSET can run
at discovery, upon alert generation, and on demand.

= Lasso — For storage devices (except for Dell PowerVault NX3000), Lasso
can run upon alert generation and on demand.

Tip: Because Dell PowerVault NX3000 devices are managed as servers, the
5 Dell PSM Portal uses DSET to gather diagnostics information from them, not
Lasso.

Upon Device Discovery

DSET can be configured to run upon device discovery. If so configured, every
time a server device is discovered in the Dell PSM Portal, DSET gathers
diagnostic information that can be utilized by Dell Technical Support if
necessary.

Upon Alert Generation

DSET and Lasso can both be configured to run when alerts are generated. If so
configured, every time an alert is generated on a device in the Dell PSM Portal,
DSET (servers) and/or Lasso (storage devices) gather diagnostic information
that can be utilized by Dell Technical Support if necessary.

Tip: See “Remote Diagnostics Settings” in the Dell Proactive Systems
. Management Portal Deployment Guide for more information about
= configuring DSET and Lasso automatic run preferences.

On Demand

Procedure: To Run Diagnostics On Demand

1. Select Assets to display the Assets screen.
2. Click on the Device Name.

The details of the selected asset display. See Figure 3-2 on page 3-4.
3. Click on the Run Diagnostic Tool button.

The Asset Details screen refreshes; the message, “Diagnostic Tool is
running.” appears above the now-inactive Run Diagnostic Tool button.
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Viewing the Remote Diagnostics Report

Figure 3-15.

You can view the Remote Diagnostics Report:

= For All Devices in a Management Domain (see page 3-16)
= For All Devices in a Group (see page 3-17)

= For a Single Device (see page 3-17)

This report is automatically uploaded to Dell Technical Support, and is not
viewable from the Dell PSM Portal.

For All Devices in a Management Domain

Procedure: To View the Remote Diagnostics Report for All Devices in a Domain
1. Select Assets to display the Assets screen.
2. Select the domain’s icon from the tree view.
3. Click on the Remote Diagnostics Report button.
The Remote Diagnostics Report for the domain displays. See Figure 3-15.

Domain Remote Diagnostics Report

Alerts Preferences Reports

Remaobe DMagnostics Servioe Contract

Remote DMagnostics Report
!I-:-..'.’. ;II.1:I ore2ar1a .RC-'\-': . - .':--'“IM:I l:;rh‘ -
Submit y—
Paging Controls Exportl to Excel Export to PDF
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For All Devices in a Group

Procedure: To View the Remote Diagnostics Report for All Devices in a Group

1. Select Assets to display the Assets screen.

2. Select the group’s icon from the tree view.

3. Click on the Remote Diagnostics Report button.
The Remote Diagnostics Report for the group displays.

For a Single Device

Procedure: To View the Remote Diagnostics Report for a Single Device

1. Select Assets to display the Assets screen.
2. Click on the Device Name.

The details of the selected asset display. See Figure 3-2 on page 3-4.
3. Click on the Remote Diagnostics Report button.

The Remote Diagnostics Report for the selected device displays.

Filtering the Remote Diagnostics Report

Procedure: To Filter the Remote Diagnostics Report

1. Click in the Start Date field to display a calendar.
See Figure 3-16.

Figure 3-16. Remote Diagnostics Date Selection
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a. Select the start month with the back and forward arrow
buttons.

b. Select the start day by clicking on the calendar day.

2. Click in the End Date field to display a calendar.
a. Select the end month with the back and forward arrow buttons.
b. Select the end day by clicking on the calendar day.

3. To change the Management Domain, select one from the Domain
drop-down.

4. Select the Device Type from the drop-down.
You can select from:

e Others
e Servers
= Storage

5. Click on the Submit button.
The report refreshes to reflect your filter criteria.

a. Or, click on the Clear Filters button to clear your filter criteria
and start again.

To change the display order, click on the report’s column headers.

7. To page through several screens, click on the Paging Controls on
the bottom toolbar.

Exporting the Remote Diagnostics Report

Procedure: To Export the Report to a Microsoft Excel (XLS) or Portable
Document Format (PDF) File

1. Click on either the Export to Excel or Export to PDF button.
A File Download dialog displays.

2. Click on the Open button to open the file in your default
spreadsheet (XLS) or PDF reader program.

a. Or, click on the Save button to save to file to your computer.
b. Or, click on the Cancel button to abandon the operation.
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Non-Dell Warranty Tracking

Note: This feature is available with a Dell ProSupport Enterprise-Wide
Contract only.

The Dell PSM Portal can track service contract information of your non-Dell
devices as well as your Dell devices. Service contract information for non-Dell
devices is available in the Service Contract Report (see page 3-23). However, it
is not included in service contract email alerts.

You can input service contract information for non-Dell devices in two ways:

= Importing Service Contracts (see below)

= Editing Service Contracts (see page 3-20)

Importing Service Contracts

You can import service contract information for information non-Dell devices
into the portal from a comma-separated-value (CSV) formatted plain text file.

Procedure: To Import Service Contracts

1. Select Assets to display the Assets screen.
See Figure 3-17.

Figure 3-17.  Import Service Contracts Icon
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2. Click on the Import Service Contracts icon.

The Import Service Contracts screen displays. See Figure 3-18 on page 3-20.
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Figure 3-18. Import Service Contracts Screen

Home Assets Alerts Preferences Reports

Assets | Alerts Remote Diagnostics Service Contract

Import Service Contracts

Upload a csv file containing service contract information for non-Dell devices.

Click here to download a sample csv file to get you started.

File
| Browse.. |
Submit |

3. To download a service contracts CSV template that you can modify
in Microsoft Excel, click on the ...download a sample csv file... link.

Tip: If you already have a file that you want to use, skip to Step 4.

A File Download dialog prompts you to save the file.

a. Click on the OK button.

b. Open the file, fill it out with your own data, then save it.

Enter the path to the CSV file into the File field.

Or, click on the Browse... button to locate and select the file.
6. Click on the Submit button.

Editing Service Contracts

You can add non-Dell devices to existing service contracts from within the Dell
PSM Portal user interface via the Edit Service Contract feature. This feature is
located on the asset details page for non-Dell devices.

Procedure: To Edit a Service Contract

1. Select Assets to display the Assets screen.
See Figure 3-19 on page 3-21.
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Figure 3-19. Non-Dell Asset

2. Click on the Device Name.
The details of the selected asset display. See Figure 3-20.

Figure 3-20.  Non-Dell Asset Details
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3. Click on the Policy tab.
The device’s policy details display. See Figure 3-21 on page 3-22.
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Figure 3-21. Non-Dell Asset Policy Details
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4. Click on the Edit Service Contract link.

The Edit Service Contract screen displays. See Figure 3-22.

Figure 3-22.  Edit Service Contract Screen
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5. Enter the following information into their corresponding text fields:
= Service Tag — Free text, 50 characters maximum
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= Expiration Date — In localized date format

= Service Contract Type — Free text, 100 characters maximum
6. Click on the Submit button.

a. Or, click on the Cancel button to abandon the operation.
7. Click on the Details tab to return to the Asset Details screen.

The new service contract information is displayed. See Figure 3-23.

Figure 3-23.  New Service Contract Information
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Service Contract Report

This report enables you to view warranty reports on Dell managed systems,
and to export or save them for use in other applications, such as Microsoft
Office Excel.

Viewing the Service Contract Report

Procedure: To View the Service Contract Report

1. Select Assets to display the Assets screen.
See Figure 3-24 on page 3-24.
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Figure 3-24.  Service Contract Report Button
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2. Click on the Service Contract Report button to display a set of filters
you can use to narrow your search.

See Figure 3-25.

Figure 3-25.  Service Contract Report Search Filters
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3. To view search criteria tips, mouse over the blue Help icon next to
the Hide Search Criteria action link.

A pop-up tooltip displays. See Figure 3-26.

Figure 3-26.  Service Contract Search Criteria Tips

Search Tips

You can specify mutliple fields in the same
zearch. Searches are not case-sensitive.

Use % for wildcard searches:

e« %2950 in the Model field will return all
PowerEdge 2950 servers

« db% in the Mame field will return all
device names beginning with “db”

o LXYZEin the Service Tag field will return
all service tags containing “XYZ"

3-24 Dell Proactive Systems Management Portal User Guide



Service Contract Report

4. To import a list of service contracts from a file, click on the Import
Service Contracts button.

See “Importing Service Contracts” on page 3-19 for more information.
Select the Management Domain from the Domains drop-down.
Optionally, type the Service Tag into the text field.

Using the Select Number of Months drop-down, filter the data to
display the service contracts that will expire within the selected
time frame.

The default value is 6 Months.

8. Optionally, to include service contracts that have expired, select the
Include Expired Devices checkbox.

9. Click on the Submit button.

a. Or, click on the Clear Filters button to reset all fields and begin
again.

The Service Contract Report displays, filtered to your selections. See
Figure 3-27.

Figure 3-27.  Service Contract Report

Home Assets

Assets  Alerts  Remote Disgnostics RS aliaa iyl Tu i

Select One - EMonths -

Submil

Paging Controls Export to Excel Export to PDF

10. To change the display order, click on the report’s column headers.

11. To page through several screens of service contracts, click on the
Paging Controls on the bottom toolbar.
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Exporting the Service Contract Report

Procedure: To Export the Report to a Microsoft Excel (XLS) or Portable
Document Format (PDF) File

1. Click on either the Export to Excel or Export to PDF button.
A File Download dialog displays.

2. Click on the Open button to open the file in your default
spreadsheet (XLS) or PDF reader program.

a. Or, click on the Save button to save to file to your computer.
b. Or, click on the Cancel button to abandon the operation.
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