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Strong, fast and easy-to-use security—Dell recommends Trend Micro™ 
Titanium™ Internet Security to provide advanced protection for your business 
so you can connect with confidence. It uses the same technology we use to 
protect some of the world’s biggest business, now available to you. 

•	 Uses cloud technology to proactively stop threats before they reach you

•	 Utilizes less than half the disk space and memory of other security products1

•	 Intuitive interface is easy to install and use

•	 Set-and-forget security—won’t hassle you with alerts and pop-ups

•	 Shop and bank on-line securely with data theft prevention 

1 �Based on Tolly Test Report, “Trend Micro Titanium Maximum Security 3.0-Consumer Endpoint Security Performance vs K7, 
Kaspersky, McAfee & Symantec (Norton)”, Comissioned by Trend Micro, Inc., September 2010

Strong protection made simple
From the main Titanium console screen, you can run a scan or get  
up-to-the-minute status reports on your computer’s security.    

Easy, customizable employee Internet controls
Easily protect your business from employees surfing inappropriate 
websites, limit their time on the internet, and see detailed reports  
about what they do online, without having to look over their shoulders. 

Data theft prevention
Prevent hackers and spyware from stealing sensitive data like  
credit card numbers, passwords and email addresses.  

Securing Your Journey
to the Cloud



TITANIUM INTERNET SECURITY PRODUCT BENEFITS

Protect your PC from Viruses and Spyware 

Prevent unauthorized changes to your applications

Stop malicious downloads from websites

Find and block malicious links in emails or IMs

Block email and image spam

Windows firewall optimization

Restrict Internet access by specific categories

Limit Internet access time and duration

Data theft protection keeps your sensitive personal information, like 
credit card numbers and passwords safe

Get essential
Protection

Offered pre-installed and ready to activate on Dell™ Vostro™, OptiPlex™, 
Dell Precision™ and Latitude™ computers     

Pre-Installed
Security

Safely bank and 
shop online 

Surf the web safely

Employee Internet 
Controls

Trend Micro™ Titanium™ Internet Security
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SYSTEM REQUIREMENTS

Operating System:

• �Windows® 7 Family (32 or 64-bit)
• �Windows Vista® Family (32 or 64-bit), 

Service Pack 1 or higher
• �Windows® XP Family (32 or 64-bit), 

Service Pack 3 or higher

CPU:

• �Windows 7 requires 800 MHz
(1 GHz recommended)

• �Windows Vista requires 800 MHz 
(1 GHz recommended)

• �Windows XP requires 450 MHz 
(800 MHz recommended)

Memory:

• �Windows 7 requires 1 GB
• �Windows Vista requires 512 MB 

(1 GB recommended)
• �Windows XP requires 256 MB 

(512MB recommended) 

Disk Space:

• �500 MB

Other Requirements:

• �Web Browser: Microsoft Internet Explorer 
7.0, 8.0, or 9.0

• �Display: High-color display with a resolution 
of 640x480 pixels or higher   

• �PDF Reader: Any

Detailed security reports
Easy to read graphic reports provide you with details about the threats that attack your 
computer. You can drill down into detailed logs with just one click.

For More Information
Speak with your Trend Micro representative
for more details on Trend Micro Titanium
Internet Security
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